The Superintendent or designee will delegate responsibility for the District’s technology system to a school employee. In addition, the District may contract with one or more vendors to assist in the overall operation of the technology system of the District. The District’s technology system shall be considered a closed forum to the extent allowed by law.

The technology resources of the District may only be utilized by individuals authorized by the District. Students, employees and Board members are required to sign a User Agreement prior to utilization of the technology resources of the District. Users do not have an expectation of privacy in utilizing any District technology resources.

Users of District technology are subject to necessary review of data accessed or stored on District technology and technology equipment, as allowed by law. The District will utilize a content filter system to help prevent minors from accessing inappropriate information and the District will retain data stored electronically as required by law. The District will monitor the online activity of students in compliance with the Children’s Internet Protection Act (CIPA).